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Define virtual IP addresses to configure Metwork Load Balandng (MLE).
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| Add...

Virtual IP | interface Type | Subnet | Address Type | Inuse

10.80.16.222 Internal 255,255,252,0 IPv4 Yes

212.212.10.222  External 255,255.255.0 IPv4 Yes

212,212,10.223  External 255,255.255.0 IPv4 Yes

212,212,10.224  External 255,255,255,0 IPv4 Yes

212.212.10.114  External 255,255.255.0 Pv4 Yes
MLE mode:  |Multicast j
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) 17TPs Comnections | * Unified Access Gateway 2010
b DirectAccess
DirectAccess configuration last activated: Tuesday, June 21, 2011 12:32:54 PM Step3
@‘ Read the UAG Directfccess deployment and planning guides _
Infrastructure Servers
Stepl Step 2 - §.F Learn more
Clients and GPOs Directiiccess Server | Define the Infrastructure,
. Learn more 2 Learnmore authentication and management
TS servers required for connectivity,
Select the groups of clients Configure connectivity and security @
allowed to connect using paolicies for the UAG DirectAccess
DirectAccess, Server. Internal
Edit - Edit Metwork
Step 4 (Optional)
Optional Settings: Opticnal Settings:
Client Connectivity Assistant (On) Two-Factor Authentication End-to-End Access
Metwork Access Protection Leammore
Force Tunneling
Server Grouns L—| Setend-to-end authentication
SEVErLrouns
and encryption for traffic to
selected application servers.
Edit
Click &pply Policy to apply the configuration, or click Export to save the configuration, and apply it|ater
LW wvith Powershell. Click Activate after applying the configuration.
Apply Policy... | Expart Policy... Activate Disable DirectAccess... |
Me e Time Me: e T Me: & |
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Validating corfiguration settings.

Starting activation.

Locking the mutex [Global‘\FiterCigMutex_cr].

Locking the mutex [Global\FiterCfgMutex_portal]

Configuring MLB settings.

MLE settings were configured successfully.

Configuring the firewall .

Allowing outgeing TCP connection for trainer-dc trainer intem:20°.

Allowing outgeing TCP connection for rainer-dc trainerintem 443"

Application 'RemoteApp’ uses the localhost” address. No Forefrort TMG rule will be added for this application.
Application ‘Remote Desktop Services' uses the localhost” address. Mo Forefront TMG rule will be added for this application.
Application 'MSTSC' uses the localhost” address. No Forefront TMG rule will be added for this application.
Application File Access’uses the Tocalhost’ address. No Forefront TMG rule will be added for this application.
Application Certified Endpoint Enrollment’ uses the localhost” address. No Forefront TMG rule will be added for this application
Adding Forefront TMG rule for File Access.

Allowing outgeing TCP connection for trainerdc:™.

Allowing incoming TCP connection for port'50002".

Allowing outgoing TCP connection for "10.80.16 7550002

Allowing outgoing TCP connection for 10.0.0.1:50002".

Allowing outgeing TCP connection for '212.212.10.100:50002".

Allowing outgeing TCP connection for "10.80.16.222:50002'.

Allowing outgoing TCP connection for "212 212.10.114:50002"

Allowing outgeing TCP connection for '212.212.10.222:50002".

Allowing outgeing TCP connection for '212.212.10.223.50002".

Allowing outgeing TCP connection for '212.212.10.224:50002".

Allowing outgoing TCP connection for "10.0.0.2-50002"

The firewall was configured successfully.

Configuring S5L Network Tunneling (SSTF).

The S5L Metwork Tunneling {SSTP) settings were corfigured successfully.

The Netwark Connector service was stopped successfully

Activating Network Connector,

Writing the corfiguration files.

Writing the file [C:\Program Files\Microscft Forefront Unified Access Gateway'won'corf'\Reporterxml].
Writing the file [C:\Program Files\Microsoft Forefront Unified Access Gateway'won'corf \Repository xml].
Writing the file [C:\Program Files\Microsoft Forefront Unified Access Gatewaywon'conf Role xml].
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Cluster corfiguration for all known MLB clusters
InteLrJr;a(I;(lﬂ‘E[]. l:LZZZ} Cluster name | Cluster |P address | Cluster IP subnet mask | Cluster mode |
Externa&llz 212 ]’.0 222) % Intemal 10.80.16.222 25525525210 multicast
-212.10. C]
UAG(BXTERNAL) ¥ Exdemal 21221210222 2552552550 multicast
[ Log Entry | Date Time | Cluster Host | Description

0001 21.06.2011  12:35:32
000z 21.06.2011 13532

MLE Manager session started
Loading locally bound instances



Network Load Balancing Wizard

Select Load Balanced MNetworks
Specify the networks which will be load balanced.

Enable Metwork Load Balandng for these networks:

Set Virtual IP Addresses

€ related to the network,
Primary VIP:
Subnet mask:

|] Additional VIPs:

The primary virtual IP (VIF) is used for load balandng this
network. Additional ¥IPs will be added to the network adapter

Mame | Virtual IP |
e Excternal 212.217.10.777

X]

ior the selected

el | 212 . 10, 222
e MLB Settings...

|255.255.255. 0
twork if the array is

Virtual IF

| Add VIP... |

212,212.10.223
212,212.10.224
212,212.10.114

Edit. .. |

Remove | -, | Cancel

——— [ Cluster operation mode

" Unicast ¥ Multicast " IGMP multicast

QK I Cancel
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'ﬁP Intrusion Prevention System
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=4 Metworking
EE System
}AJ Logs & Reports
¢ Update Center
= Troubleshooting
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Configuration Status

Configuration status monitors the version of the configuration used by the Microsoft Forefront TMG Firewall
Service on each array member and compares it to the version in the configuration store,

| Descripton

12:39:53 Server configuration matches the stored configur...

¥

@ UaG2 Synced  21.06.2011 12:35:46 Server configuration matches the stored configur. ..




( Microsoft Forefront Unified Access Gateway - Web Monitor - Windows Internet Explorer

T - IE http://locahost: 50002/

<7 Favorites | o2 @] Suggested Sites @ | Web Slice Gallery ~
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? Microsoft Forefront Unified Access Gateway - Web M... | |
& Web Monitor

Server time: 06/21/2011 13:33 @)
Py
Session Monitor ,I; ¢
Current Status L

M~ B - = M0 - Page~ Safety~ Tools~ @~

f DirectAccess Monitor - Current Status

Y

Active § Array Member | #State | ¥'DNS64 | ¥IP-HTTPS | ¢’Network Security
@Statistics UAG Healthy | Healthy Healthy Healthy

v'6tod Router | »”ISATAP Router
UAG2 Healthy | Healthy | Healthy Healthy

Healthy Healthy
Healthy Healthy

¥'Teredo Server | ¥'Tere
Healthy Health
Healthy Health

Current Status
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